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	Reason for change:
	The provisioning of PCC Rules to the SMF to enable traffic to/from a PVS server defined in clause 6.1.3.25 applies when the onboarding network is a SNPN and the SMF provides the Onboarding Indication to the PCF.
However, PCC Rules can also be provided to the SMF to enable traffic to/from a PVS server when the Onboarding Indication is not provided.

	
	

	Summary of change:
	Clarify that the PCF can provision PCC Rules to the SMF to restrict the traffic to/from the PVS when both Onboarding Indication is provided by SMF or when it is not provided.
When the Onboarding Indication is not provided by SMF, the PCF performs the same steps as for any Session Management Association, i.e.:
- The PCF retrieves policy control subscription profile from UDR for this SUPI, DNN and S-NSSAI that includes the list of allowed services. The PVS and DNS traffic are defined in the list of the allowed services. 
- The PCF generates PCC Rules to allow traffic to/from the PVS/DNS servers, then the service data flow template is set to the PVS/DNS address(es) that will not be part of the operator policies defined in the PCF.

	
	

	Consequences if not approved:
	Unclear description on the policy control to restrict traffic to/from PVS.
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* * * 1st Change * * *

[bookmark: _Toc19197337][bookmark: _Toc27896490][bookmark: _Toc36192658][bookmark: _Toc37076389][bookmark: _Toc45194835][bookmark: _Toc47594247][bookmark: _Toc51836878][bookmark: _Toc91154824]6.1.3.2.3	PCC rule authorization
PCC Rule authorization is the selection of the 5G QoS parameters, described in clause 5.7.2 of TS 23.501 [2], for the PCC rules.
The PCF shall perform the PCC rule authorization for dynamic PCC rules belonging to AF sessions that have been selected in step 1, as described in clause 6.1.3.2.2, as well as for PCC rules without corresponding AF sessions.
For the authorization of a PCC rule the PCF shall consider any 5GC specific restrictions, subscription information and other information available to the PCF. Each PCC rule receives a set of QoS parameters that are supported by the specific Access Network.
The authorization of a PCC rule associated with an emergency service shall be supported without subscription information. The PCF shall apply local policies configured for the emergency service.
The authorization of a PCC rule used for SNPN UE remote provisioning via user plane shall may be supported without subscription information. The PCF shall apply policies for support of SNPN UE remote provisioning as described in clause 6.1.3.25.
* * * 2st Change * * *

[bookmark: _Toc91154849]6.1.3.25	SNPN UE Remote Provisioning support via User Plane
SNPN UE remote provisioning support when Onboarding Network is a SNPN or a PLMN, via user plane is specified in clause 5.30 of TS 23.501 [2].
SNPN UE remote provisioning is a network service provided through a DNN and S-NSSAI used for UE onboarding.
For a PDU Session with a DNN and S-NSSAI used for UE onboarding, the PCF may make authorization and policy decisions that restrict the use of the PDU Session, e.g., by restricting the traffic to/from Provisioning Server address(es) and DNS server address(es) only.
[bookmark: _Hlk92823553]For a PDU Session established to the DNN and S-NSSAI used for onboarding, the SMF may provides the Onboarding Indication to the PCF. When the Onboarding Indication is provided,  Tthe PCF does not perform a subscription check. Instead, the PCF uses the locally stored Onboarding Configuration Data for this DNN and S-NSSAI combination to make authorization and policy decisions. When the Onboarding Indication is not provided, the PCF retrieves policy control subscription profile for this SUPI, DNN, S-NSSAI from UDR that includes the list of allowed services. If the list of allowed services includes both PVS and DNS services, then the PCF has local policies that define the PVS and DNS addresses(es) to be used in the SDF template of the PCC Rule(s) and allow traffic to/from these destinations. 
If the Onboarding Indication is provided by the SMF, Tthe PCF sets the SDF template of the PCC rule(s) according to the Onboarding Configuration Data for this DNN and S-NSSAI combination that may include the Provisioning Server address(es) and DNS server address(es). If the PCF receives Provisioning Server address(es) from SMF, then PCF creates the SDF templates in the PCC rule using the received Provisioning Server address(es) instead of using the Provisioning Server address(es) stored locally as part of the Onboarding Configuration Data. The Provisioning Server address(es) provided by SMF may include IP address(es) and FQDN(s).
NOTE:	How the PCF can resolve a PVS FQDN to an IP address or IP address range other than using local configuration is not specified in this release of the specification.
The PCC Rule Authorization function selects QoS parameters applicable to the SNPN UE remote provisioning service. Then, the PCF installs these PCC Rules at the SMF to enable traffic to/from the dedicated IP addresses (i.e., Provisioning Server address(es) and DNS server address(es)) with the associated QoS. The DNS server address(es) are locally configured at the PCF.
The PCC Rules provided by the PCF take precedence over the locally stored policy used for the restricted PDU Session at the SMF.
* * * End of Changes * * *
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